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This notice describes how medical information about you may be used and disclosed, and how you can get 
access to this information.  Please review it carefully.   
 

Island Hospital respects your privacy.  It is required to 
maintain the privacy of your health information and to 
provide you with a notice (“Notice”) of its legal duties and 
privacy practices.  We understand that your personal 
health information is very sensitive.  Island Hospital will not 
use or disclose your health information except as 
described in this Notice.  We will not disclose your 
information to others unless you tell us to do so, or unless 
the law authorizes or requires us to do so.  This Notice 
applies to all of the medical records generated by Island 
Hospital and its personnel, volunteers, students and 
trainees.  This Notice also applies to other health care 
providers that come to Island Hospital to care for patients, 
such as physicians, physician assistants, therapists, and 
other health care providers who are not employed by 
Island Hospital, such as ambulance services and 
emergency medical technicians who may have brought you 
to the Hospital, unless those other providers give you their 
own Notice that describes how they will protect your 
medical information.  The Hospital and these other health 
care providers work together to provide you with care and 
they will share your health information with each other as 
necessary to care for you, to obtain payment for that care, 
or for health care operations purposes, such as quality 
assessment and utilization review. 
 
The law protects the privacy of the health information we 
create and obtain in providing our care and services to you.  
For example, your protected health information includes 
your symptoms, test results, diagnoses, treatment, health 
information from other providers, and billing and payment 
information relating to these services.  Federal and state 
law allows us to use and disclose your protected health 
information for purposes of treatment and health care 
operations.  Island Hospital is required to follow the privacy 
practices that are described in this Notice (which may be 
amended from time to time). 
 

YOUR HEALTH INFORMATION RIGHTS 

The health and billing records we create and store are the 
property of Island Hospital.  The protected health 
information in it, however, generally belongs to you.  You 
have a right to: 

 Receive, read, and ask questions about this Notice. 

 Ask us to restrict certain uses and disclosures.  You 
must deliver this request in writing to us.  We are not 
required to agree to any restriction you may request, 
except if your request is to restrict disclosing protected 
health information to a health plan for the purpose of 
carrying out payment or health care operation, the 
disclosure is not otherwise required by law, and the 
health information pertains solely to a health care item 
or service which has been paid in full by you or another 
person or entity on your behalf.  But we will comply 
with any request granted. 

 Request and receive from us a paper copy of the most 
current Notice of Privacy Practices for Protected Health 
Information (“Notice”). 

 Request that you be allowed to see and get a copy of 
your protected health information.  You must make this 
request in writing.  We have a form available for this 
type of request. 

 Have us review a denial of access to your health 
information—except in certain circumstances. 

 Ask us to amend your health information.  You must 
give us this request in writing.  You may write a 
statement of disagreement if your request is denied.  It 
will be stored in your medical record, and included with 
any release of your records. 

 When you request, we will give you a list of disclosures 
of your health information.  The list will not include 
disclosures made for purposes of treatment, payment 
or health care operations, disclosures you authorized, 
disclosures to you, incidental disclosures, disclosures 
to family or other persons involved in your care, 
disclosures to correctional institutions, and law 
enforcement in some circumstances, disclosures of 
limited data set information or disclosures for national 
security. You may receive this information without 
charge once every 12 months.  We will notify you of 
the cost involved if you request this information more 
than once in 12 months. 

 Ask that your health information be given to you by 
another means or at another location.  Please sign, 
date, and give us your request in writing. 

 Cancel prior authorizations to use or disclose health 
information by giving us a written revocation.  Your 
revocation does not affect information that has already 
been released.  It also does not affect any action taken 
before we have it.  Sometimes, you cannot cancel an 
authorization if its purpose was to obtain insurance. 

 Receive a notification if we discover a breach of your 
protected health information, according to 
requirements under federal law. 

For help with these rights during normal business hours, 
please contact:  
  Privacy Officer, Island Hospital 
  1211 24th Street 
  Anacortes, WA 98221 
  (360) 299-1300 
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PERMISSIBLE USES AND DISCLOSURES WITHOUT YOUR 

WRITTEN AUTHORIZATION  

We may use and disclose your protected health 
information without your written authorization for certain 
purposes as described below.  The examples provided in 
each category are not meant to be exhaustive, but instead 
are meant to describe the types of uses and disclosures 
that are legally permissible. 

For Treatment: 

 Information obtained by a nurse, physician, or other 
member of our health care team will be recorded in 
your medical record and used to help decide what care 
may be right for you. 

 We may also provide information to others providing 
your care.  This will help them stay informed about 
your care. 

For Payment: 

 We request payment from your health insurance plan 
with your consent.  Health plans need information from 
us about your medical care.  Information provided to 
health plans may include your diagnoses; procedures 
performed, or recommended care. 

For Appointments: 

 We may use your information to contact you to provide 
appointment reminders. 

 We may use your information to provide you 
information about treatment alternatives or other 
health-related benefits and services that may be of 
interest to you. 

For Health Care Operations: 

 We use your medical records to assess quality and 
improve services. 

 We may use and disclose medical records to review 
the qualifications and performance of our health care 
providers and to train our staff. 

 We may use and disclose your information to conduct 
or arrange for services, including: 

o medical quality review by your health plan; 

o accounting, legal, risk management and insurance 
services; 

o audit functions, including fraud and abuse 
detection and compliance programs. 

 
REQUIRED OR PERMITTED BY LAW:   

 Medical Researchers - If the research has been 
approved and has policies to protect the privacy of 
your health information.  We may also share 
information with medical researchers preparing to 
conduct a research project. 

 Funeral Directors/Coroners - Consistent with 
applicable law to allow them to carry out their duties. 

 Organ Procurement Organizations (tissue donation 
and transplant) or persons who obtain, store, or 
transplant organs. 

 The Food and Drug Administration (FDA) relating to 
problems with food, supplements, and products. 

 Comply With Workers’ Compensation Laws if you 
make a workers’ compensation claim. 

 Public Health and Safety Purposes as Allowed or 
Required by Law: 

o To prevent or reduce a serious, immediate threat 
to the health or safety of a person or the public. 

o To public health or legal authorities. 

o To protect public health and safety. 

o To prevent or control disease, injury or disability. 

o To report vital statistics such as births or deaths. 

 Report Suspected Abuse or Neglect to public 
authorities. 

 Correctional Institutions - If you are in jail or prison, 
as necessary for your health and the health and safety 
of others. 

 Law Enforcement Purposes - Such as when we 
receive a subpoena, court order, or other legal 
process, or you are the victim of a crime. 

 Health and Safety Oversight Activities - For 
example, we may share health information with the 
Department of Health. 

 Work Related Circumstances Under the Following 
Conditions: 

o The employer must have requested the health care 
service that was provided to the patient. 

o The healthcare service provided must relate to the 
medical surveillance of the workplace or be an 
evaluation to determine whether the individual has 
a work-related illness or injury. 

o The employer must have a duty under the 
Occupational Safety and Health Administration 
(OSHA), or requirements of a similar State law, to 
keep records on or act on such information. 

 Military Authorities of U.S. and Foreign Military 
Personnel - For example, the law may require us to 
provide information necessary to a military mission. 

 In the Course of Judicial/Administrative 
Proceedings at your request or in accordance with 
state and federal law.   

 Specialized Government Functions - For example, 
we may share information for national security 
purposes. 

 
For fundraising: 

 We may use your protected health information to contact 
you in an effort to raise money for our operations.  We may 
also disclose your health information to a foundation that is 
related to us so that the foundation may contact you in an 
effort to raise money for our benefit.  Any fundraising 
communications with you will include a description of how 
you may opt out of receiving any further fundraising 
communications.
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PERMISSIBLE USES AND DISCLOSURES THAT MAY BE 

MADE WITHOUT YOUR AUTHORIZATION, BUT FOR WHICH 

YOU HAVE AN OPPORTUNITY TO OBJECT:  

You have the right to object to our use or disclosure of your 
protected health information for the following purposes.  If 
you object, we will not use or disclose it for the purpose(s) 
you specify. 

 Notification of Family and Others.  We may release 
health information about you to a family member, other 
relative, close personal friend, or any other person you 
identify to us who is involved in your medical care, 
which is directly relevant to such person’s involvement 
with your health care.  We may also give information to 
someone who helps pay for your care.  We may tell 
your family or friends your general condition and that 
you are in a hospital.   

 Disaster Relief Efforts.  We may disclose health 
information about you to assist in disaster relief efforts. 

 Directory.  Information may be provided to people who 
ask for you by name.  We may use and disclose the 
following information in a hospital directory: 

o your name, 

o location, 

o general condition, and 

o religion (only to clergy). 
 

USES AND DISCLOSURES REQUIRING YOUR WRITTEN 

AUTHORIZATION: 

We may use and disclose your protected health 
information for the following purposes only after we obtain 
your written authorization for such uses: 

 Psychotherapy Notes.  We must obtain your 
authorization for any use or disclosure of 
psychotherapy notes, except if our use or disclosure of 
psychotherapy notes is: (1) by the originator of the 
psychotherapy notes for treatment purposes, (2) for 
our own training programs in which mental health 
students, trainees or practitioners learn under 
supervision to practice or improve their counseling 
skills, (3) to defend ourselves in a legal proceeding 
initiated by you, (4) required by law, (5) to a health 
oversight agency with respect to the oversight of the 
originator of the psychotherapy notes, (6) to a coroner 
or medical examiner; or (7) to prevent or lessen a 
serious and imminent threat to the health or safety of a 
person or the general public. 

 Marketing Communications; Sale of PHI.  We must 
obtain your written authorization prior to using or 
disclosing PHI for marketing or the sale of PHI, 
consistent with the related definitions and exceptions 
set forth in HIPAA. 

 

 OTHER USES AND DISCLOSURES OF PROTECTED 

HEALTH INFORMATION 

Uses and disclosures not described in this Notice will be 
made with your written authorization.  You may revoke any 
such authorization at any time by providing us with written 
notification of such revocation. 
 

OUR RESPONSIBILITIES 

We are required to: 

 Keep your protected health information private; 

 Give you this Notice; 

 Follow the terms of this Notice. 

We have the right to change our practices regarding the 
protected health information we maintain.  If we make 
changes, we will update this Notice and place the updated 
Notice on our website and post it in appropriate locations.  
You may receive the most recent copy of this Notice by 
calling and asking for it or by visiting our Admitting or 
Medical Records departments to pick one up. 
 

TO ASK FOR HELP OR REPORT A CONCERN 

If you have questions, want more information, or want to 
report a problem about the handling of your protected 
health information, you may contact: 
 
  Privacy Officer 
  Island Hospital 
  1211 24th Street 
  Anacortes, WA 98221 
  (360) 299-1300 
 
If you believe your privacy rights have been violated, you 
may discuss your concerns with any staff member.  You 
may also deliver a written complaint to the Privacy Officer 
at Island Hospital.  You may also file a complaint with the 
U.S. Secretary of Health and Human Services. 

 
We respect your right to file a complaint with us or with the 
U.S. Secretary of Health and Human Services.  If you 
complain, we will not retaliate against you. 
 

WEB SITE 

We have a Web site that provides information about us.  
For your benefit, this Notice is on the Web site at this 
address: www.islandhospital.org. 

 

 
 
 
 
 

http://www.islandhospital.org/
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ACKNOWLEDGEMENT OF RECEIPT OF 
NOTICE OF PRIVACY PRACTICES 

 
By my signature below I acknowledge that I received a copy of the Notice of 
Privacy Practices for Island Hospital. 
 
 
 
 
 
 
 
 
 
 
               
Signature of patient (or personal representative)   Date 
 
               
Printed Name       Relationship to patient  

 

For Office Use Only 

I attempted to obtain written acknowledgement of receipt of our Notice of Privacy Practices, but acknowledgement could 
not be obtained because: 

  Individual refused to sign 

  Communication barriers prohibited obtaining the acknowledgement 

  An emergency situation prevented us from obtaining acknowledgement 

  Other (Please Specify) 

   

   

   

This form will be retained in your medical record.   

 
 

 
Name _________________________ 
 
BD / MR# ______________________ 


